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關於優化AI犯罪應對機制與強化警務部署的書面質詢

人工智能技術的快速迭代在驅動社會經濟發展的同時，也催生了新型科
技犯罪，對本澳公共安全與居民財產安全構成嚴峻挑戰。今年四月，本
澳發生首宗AI深度偽造詐騙案，不法分子通過換臉換聲技術假冒名人誘
導市民登錄虛假投資平台，此後同類案件屢有發生。此類犯罪具備非接
觸式、跨境化、低成本、高欺騙性及難追蹤等特徵，已在全球範圍內蔓
延，傳統治安防線面臨嚴峻衝擊。

當前，不法分子已廣泛利用AI技術實施詐騙、勒索、數據竊取及虛假信
息製造等違法活動。隨著技術持續升級，AI犯罪手法將更趨隱秘複雜，
對民生安寧、社會穩定乃至國家安全構成潛在風險。儘管本澳警務系統
在法律適用、電腦法證檢測等方面具備基礎應對能力，相關執法部門亦
已引入AI技術開展風險分析、增設互動宣傳設備，但面對科技發展帶來
的新挑戰，系統性應對能力仍需進一步強化。

為確保本澳治安體系與科技發展相適應，切實維護居民合法權益與社會
和諧穩定，根據有關當局統籌協調各警務部門、制定整體治安策略及推
進科技強警等核心職能，現提出以下書面質詢，敬請當局詳細回覆：

一、針對AI深度偽造影像/語音詐騙、跨境虛擬犯罪等新興犯罪趨勢，有
關當局在統籌各執法部門開展精準預防宣傳、跨部門案件協查、執法資
訊共享等方面，已落實哪些具體措施？

二、在「科技強警」戰略實施中，當局對全澳警務AI裝備與智能執法系
統的統一規劃、技術整合升級、基層警力培訓及推廣應用，有何總體部
署與時間節點？
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三、為構建AI犯罪執法法理支撐體系，有關當局在AI生成內容標識規範、
跨境犯罪管轄協調、電子證據認定標準等領域，會否計劃推動修訂現行
法律或制訂專門規章？
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