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Gabinete do Secretario para a Seguranca

(Tradugdo)

Assunto: Interpelacdo escrita do Deputado a Assembleia Legislativa, Wong Ka

Lon

Na sequéncia da interpelacao escrita apresentada pelo Deputado Wong Ka Lon,
de 17 de Dezembro de 2025, encaminhada a coberto do oficio da Assembleia
Legislativa n.° 211/E157/VIII/GPAL/2025, de 30 de Dezembro de 2025, e recebida em
30 de Dezembro de 2025 pelo Gabinete do Chefe do Executivo, depois de ouvidos os
Servigos de Policia Unitarios (SPU), os Servicos de Alfandega (SA), o Corpo de Policia
de Seguranga Publica (CPSP), a Policia Judiciaria (PJ), o Corpo de Bombeiros (CB) e
a Direc¢ao dos Servigos Correccionais (DSC) vem, o Gabinete do Secretario para a

Segurancga dar uma resposta sistematizada, que a seguir se transcreve:

Em relacdo ao primeiro ponto da interpelacao, a Policia adoptou um modelo de
actuacdo que combina a prevencao e a repressao criminal no combate aos crimes com
recurso a tecnologia de Inteligéncia Artificial (IA) “Deepfake” e crimes virtuais
transfronteiricos. No ambito da prevencdo criminal, a Policia continua, tanto online
como presencialmente, a divulgar junto de associacdes comunitarias, escolas, hotéis e
outros sectores, bem como ao publico em geral, informacdes de prevengdo contra
crimes informaticos e cibernéticos, seguranca na rede e proteccdo de dados pessoais,
actualizando constantemente os contetidos de acordo com os novos modi operandi dos
criminosos. No que se refere em especial aos crimes com recurso a IA, a PJ produziu
em 2023 um video especifico de prevencdo criminal e acrescentou conteudos
relacionados com este crime em diversas palestras e campanhas de sensibilizagdo contra
burla. E, em 2025, foram instalados diversos equipamentos no Centro de Coordenagao
de Combate as Burlas da PJ que se destinam a proporcionar uma experiéncia interactiva
de “Deepfake”, simulando o processo em que o criminoso muda o rosto com a técnica
de “Deepfake” e efectua video chamadas em tempo real. Além disso, em Agosto do

mesmo ano, o Centro produziu, em conjunto com uma empresa de lazer de Macau, uma
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curta-metragem publicitaria intitulada “Deepfake em Burlas — Aprenda a identificar os
sinais”. A PJ estd actualmente a estudar a instalacdo de ferramentas que permitam a
simulagdo de crimes praticados com recurso a A destinadas ao publico em geral e que
serdo utilizadas em vérias campanhas de divulgagdo, tais como a “Semana de
sensibilizacao da prevencao de burla”, o “veiculo contra a burla” e o “roadshow contra
a burla”, entre outros, refor¢ando a disponibilizacao de informagdes sobre a prevencao

dos novos tipos de burlas e dos crimes cometidos com recurso a alta tecnologia.

Relativamente a cooperagao policial, a PJ refor¢ou o intercambio de informagdes
e a coordenacdo de operacdes no combate conjunto as burlas, aos crimes praticados
com recurso ao uso da internet e ao branqueamento de capitais, implementando e
aderindo a varios mecanismos de cooperagao policial. O Centro de Coordenagdo de
Combate as Burlas da PJ estabeleceu um canal de comunicacdo e cooperagao directa
com unidades de combate a burla do Interior da China, da Regido Administrativa
Especial de Hong Kong e de Singapura, permitindo, em tempo, a partilha de
informacoes, dos mais recentes modi operandi e tendéncias de burla, e a realizacdo de
accdes conjuntas de combate a estes fenomenos criminais. J& o mecanismo global de
bloqueio de pagamento da Interpol “I-GRIP”, permite a transmissdo rapida de
solicitacdes de suspensdo de transacgdes financeiras suspeitas entre 195 estados
membros, € o projecto “FRONTIER+”, constitui-se como uma plataforma de

cooperagao transfronteiriga composta pelas unidades antiburla de 12 paises e regioes.

Além disso, para reforgar a capacidade dos profissionais de investigacdo criminal,
a PJ introduziu antecipadamente instrumentos de detec¢do de “Deepfake” de nivel
avancado e instrumentos de pericia electronica, continuando a acompanhar de perto o
desenvolvimento de tecnologias globais de seguranga em IA, e a promover os estudos

e trabalhos necessarios para a sua implementacdo em tempo oportuno.
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Quanto ao conteudo do segundo ponto da interpelagdo, as autoridades de
seguranga t€ém continuado a promover a capacitacao tecnologica. Desde 2019, com o
lancamento coordenado da constru¢ao do “Policiamento Inteligente em Nuvem”, os
dados dos sistemas de varios servigos foram gradualmente integrados e consolidados
na nuvem policial. Posteriormente, cada servi¢o construiu os seus proprios sistemas
inteligentes de aplicacdo da lei de acordo com as suas atribuigdes e operagdes
especificas como, por exemplo, o “Sistema de mobilizacdo complexa do Centro de
Comando” do CPSP, a “Plataforma de gestdo de informagdes policiais” da PJ, o
“Sistema de mobilizacdo complexa do Centro de Comando” e o “Sistema de gestao das
actividades visualizadas”, ambos do CB, e o “Sistema de controlo de seguranca
inteligente” da DSC. No que diz respeito a integracdo e actualizacdo tecnoldgica, a
Policia planeia introduzir grandes modelos de IA, sistemas de analise inteligente,
assisténcia de IA no atendimento de dentncias, servico de atendimento inteligente,
entre outros. Estes sistemas abrangerdo diferentes cendrios, incluindo o combate ao
branqueamento de capitais, atendimento de denuncias, alerta, investigagcdo e gestao de
riscos. Simultaneamente, serdo optimizados os equipamentos e aplicagdes de drones,
expandindo as suas fun¢des em patrulhas de prevencdo, busca e salvamento, e serdo
também iniciados os trabalhos de actualizagdo do sistema de aplicagdo de

videovigilancia dos “Olhos no Céu”.

Os varios servicos da area de seguranca promovem activamente a formacao
continua de quadros qualificados na area tecnoldgica, organizando, sistemdtica e
periodicamente, em conjunto com a Universidade de Macau, o Centro de Produtividade
e Transferéncia de Tecnologia de Macau, a Direc¢ao dos Servigos de Administracao e
Funcao Publica e outros departamentos e institui¢des, cursos profissionais nas areas de
policiamento inteligente, 1A, megadados e ciberseguranca destinados aos agentes
policiais. Mais, o pessoal € incentivado e nomeado para frequentar ac¢des de formagao

e seminarios realizados por instituigdes no exterior e sdo convidados especialistas e
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académicos do exterior para realizarem palestras tematicas em Macau, auxiliando o
pessoal a dominar, atempadamente, as tltimas dindmicas tecnologicas e a sua aplicagao

pratica.

No que se refere ao terceiro ponto da interpelacao, a PJ monitoriza continuamente
as alteragOes aos sistemas legislativos e as situacdes regulamentares relativas a
falsificacao profunda (deepfake) por 1A e a outras formas de criminalidade emergente
em todo o mundo. Tomando como exemplo o Interior da China, os regulamentos actuais
focam-se principalmente na supervisao dos prestadores de servigos de sintese profunda
(deep synthesis) e dos prestadores de servigos de disseminagao de conteudo informativo
na rede. Contudo, de acordo com a realidade de Macau, quer se trate de prestadores de
servicos de sintese profunda amplamente utilizados pelo publico, como a OpenAl, a
Meta, a Baidu ou a Tencent, quer se trate das principais plataformas de disseminacao
de conteudo informativo na rede, tais como o Facebook, o X (Twitter), o WeChat ou o
Xiaohongshu, nenhuma destas plataformas possui uma entidade exploradora
estabelecida em Macau, portanto, a legislagao local poderd ndo conseguir supervisionar
eficazmente as empresas em questdo. Em face desta realidade, a PJ ja estabeleceu
mecanismos expeditos de comunicagdo com as empresas supra-referidas, permitindo a
notificacdo e dentincia imediata de situagdes criminosas relacionadas com as mesmas.
Em termos de aplicagdo da lei, a PJ também actua activamente através de canais como
a Interpol e a cooperacdo judiciaria para investigar, recolher provas e combater estes

crimes.

Embora a falsificagdo profunda (deepfake) através da [A constitua um novo modus
operandi, na sua esséncia trata-se ainda da pratica de crimes como burla, violacao de
dados pessoais e criacao de informacodes falsas através de meios tecnoldgicos. Os actos
criminais relevantes (tais como burla, injuria e difamagdo, falsificagdo informatica,
burla informaética, etc.) j& se encontram previstos na legislacio penal em vigor em

Macau, designadamente no Codigo Penal e na Lei de combate a criminalidade
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informatica, por conseguinte, nada obsta a responsabilizacdo criminal dos agentes nos
termos da legislacdo vigente. A PJ vai continuar a acompanhar de perto a evolucao
desta criminalidade, aperfeicoando os mecanismos de aplicagdo da lei, no entanto, caso
os servigcos competentes desenvolvam trabalhos legislativos relacionados com a IA, a

PJ prestara proactivamente pareceres técnicos neste dominio.

A Chefe do Gabinete do Secretario para a Seguranga

Lam In Sang

16 de Janeiro de 2026
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