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事宜：關於立法會陳禮祺議員提出之書面質詢

就立法會透過2025年12月16日第165/E122/VIII/GPAL/2025號公函轉來，陳

禮祺議員於2025年12月5日提出，行政長官辦公室於2025年12月16日收到的書面

質詢，經徵詢司法警察局之意見，本辦公室現回覆如下：

就質詢第一點內容，關於為關鍵基礎設施營運者提供情報及技術支援方

面，網絡安全事故預警及應急中心（以下簡稱“網安中心”）自2019年12月22

日投入運作以來，持續依法無間斷監察關鍵基礎設施的網絡安全狀態，及時預

警及應對各類網絡安全風險及事故。同時，該中心亦與營運者共享各類威脅情

報及提供技術支援，助力營運者有效履行網絡安全義務，抵禦各類新型網絡安

全威脅。現時網安中心已開展的相關工作主要包括以下幾個方面：

1. 定期通報IP地址黑名單：網安中心每星期向營運者通報最近監察到的針對

本澳關鍵基礎設施進行網絡攻擊或刺探的不良IP地址，以便營運者據此採

取更具針對性的防範措施。

2. 精準預警：網安中心持續收集全球範圍內最新公佈的網絡資訊軟硬件產品

漏洞資訊，並根據營運者報備的軟硬件產品使用情況，向其發出相關的預

警訊息，以提醒其及時安裝針對漏洞的更新程式。

3. 網絡安全篩查：網安中心定期為營運者開展安全篩查，協助營運者及早發

現各類安全漏洞和風險隱患，並通過預警訊息要求營運者進行優化整改、

完善安全管理。

4. 暗網威脅情報監察：網安中心恆常收集暗網內涉及本澳關鍵基礎設施的威

脅情報資訊，例如電腦帳號登入密碼外洩、存在安全漏洞等，並要求營運

者採取適切的防範措施。

網安中心將持續開展及優化上述各項情報共享和技術支援措施，同時積極

開拓更多支援方式，與關鍵基礎設施營運者共同防範及化解網安風險。
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就質詢第二點內容，粵港澳三地在打擊跨境犯罪方面已建立了多層次的合

作機制，涵蓋情報交流、訊息通報、對口協作及技術共享等不同領域。其中，

在預防及調查詐騙和網絡犯罪方面，司法警察局反詐中心與粵港兩地的網警單

位及反詐中心均建有直接溝通窗口，及時交流新型犯罪資訊及啟動止付挽損工

作，並以專案方式協查跨境案件，全鏈條打擊相關跨境犯罪。

在聯合偵查取證、電子數據快速鑑定方面，粵港澳三地嚴格遵守各地法律

進行取證及鑑定工作，並適時開展技術合作。司法警察局亦持續派員參與電腦

法證及網絡罪案偵查有關的專業培訓、會議及工作坊，提升警員對新型犯罪的

偵查取證水平。

就質詢第三點內容，特區政府持續關注世界各地尤其是鄰近地區的網絡安

全、數據安全、人工智能安全等方面的最新發展和立法情況。因應內地於近年

先後頒布實施了《中華人民共和國數據安全法》、《中華人民共和國個人信息

保護法》及《關鍵信息基礎設施安全保護條例》，並於近期修訂了《中華人民

共和國網絡安全法》，網絡安全委員會已結合本澳的實際情況對上述內地的法

律法規進行了研究及討論。

在網絡安全委員會的領導下，網安中心將持續檢視《網絡安全法》及相關

配套法律的執行情況，並根據本澳社會發展狀況，適時評估完善網絡安全法律

法規的需求、方向及具體方案，以輔助網絡安全委員會決策及部署有關工作。

保安司司長辦公室主任林燕生
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